**RFP-24-UA-2023**

**Technical Proposal**

|  |  |
| --- | --- |
| **Proponent** |  |
| **Contact person** |  |
| **Proponent’s address** |  |
| **Phone Number** |  |
| **UEI number** (if available) |  |
| **Email**  |  |
| **Website** (if available) |  |

|  |
| --- |
| 1. **Statement of Interest**
 |
| *(provide your statement of interest regarding the assignment (up to 1000 words)* *(also, for companies/organizations – provide the following information:** *general presentation of your company/organization/business;*
* *areas and types of activity;*
* *general experience and technical capabilities;*
* *other relevant information to present your company/organization/business.*

*this information may also be provided as a separate presentation file).**(may also be provided as a separate presentation file)* |

*Please fill out the form below separately for each SME / team member / subcontractor offered for this assignment as a part of your proposal*

|  |
| --- |
| 1. **Name of the SME / team member / subcontractor**
 |
| *(insert full name of the SME)* |
| 1. **SME’s background and general experience**
 |
| *(provide specific details of your general experience and background including** *details on educational and professional background;*
* *key skills and certifications;*
* *areas of expertise;*
* *other relevant information).*
 |
| 1. **Number of years of professional experience in government or private sector relations in the field of chemical critical infrastructure protection**
 |
| *(provide number or indicate “n/a” in case you don’t have relevant experience or expertise)* |
| 1. **Degree in relevant areas related to chemical infrastructure security and protection**
 |
| *(provide specific details of your relevant degree(s) or indicate “n/a” in case you don’t have relevant knowledge, experience or expertise)* |
| 1. **Experience in development of chemical facilities vulnerability assessment methodologies and implementation of onsite vulnerability assessments in critical infrastructure**
 |
| *(provide specific details or indicate “n/a” in case you don’t have relevant experience or expertise)* |
| 1. **Experience in developing/supervising/implementing/moderating chemical critical infrastructure protection and security themed seminars/workshops/ToT**
 |
| *(provide specific details or indicate “n/a” in case you don’t have relevant experience or expertise)* |
| 1. **Experience in implementation of the projects related to chemical and critical infrastructure protection in the post‐Soviet countries**
 |
| *(provide specific details or indicate “n/a” in case you don’t have relevant experience or expertise)* |
| 1. **Experience in implementation of the projects related to chemical and critical infrastructure protection in USA and Europe in general**
 |
| *(provide specific details or indicate “n/a” in case you don’t have relevant experience or expertise)* |
| 1. **Experience of collaboration with government entities, private sector and civil society actors**
 |
| *(provide specific details or indicate “n/a” in case you don’t have relevant experience or expertise)* |
| 1. **Language proficiency**
 |
| English | Choose an item. | *(add comments if necessary)* |
| Ukrainian | Choose an item. | *(add comments if necessary)* |
|  |
| 1. **Ability and readiness to travel to Ukraine for 2-3 weeks (at least) period of stay (this includes not having entry ban or any legal boundaries preventing from travelling to Ukraine) (CRDF Global will not provide any assistance with receiving the necessary permits and visa that may be required for the SME to travel to Ukraine. CRDF Global will not provide insurance nor security and safety assistance during the SMEs travel to Ukraine)**
 |
| Choose an item. |
| 1. **List of applicable references**
 |
| **#** | **Full Name** | **Title** | **Entity/Organization** | **Phone** | **Email** | **Website**  |
| 1 |  |  |  |  |  |  |
| 2 |  |  |  |  |  |  |
| 3 |  |  |  |  |  |  |
| 4 |  |  |  |  |  |  |
| 5 |  |  |  |  |  |  |
|  |