**RFP-21-UA-2023**

**Technical Proposal**

|  |  |
| --- | --- |
| **Proponent** |  |
| **Contact person** |  |
| **Proponent’s address** |  |
| **Phone Number** |  |
| **UEI number** (if available) |  |
| **Email** |  |
| **Website** (if available) |  |

|  |
| --- |
| 1. **Statement of Interest** |
| *(provide your statement of interest regarding the assignment (up to 1000 words)*  *(also, for companies/organizations – provide the following information:*   * *general presentation of your company/organization/business;* * *areas and types of activity;* * *general experience and technical capabilities;* * *other relevant information to present your company/organization/business.*   *this information may also be provided as a separate presentation file).*  *(may also be provided as a separate presentation file)* |

*Please fill out the form below separately for each SME / team member / subcontractor offered for this assignment as a part of your proposal*

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| 1. **Name of the SME / team member / subcontractor** | | | | | | |
| *(insert full name of the SME)* | | | | | | |
| 1. **SME’s background and general experience** | | | | | | |
| *(provide specific details of your general experience and background including*   * *details on educational and professional background;* * *key skills and certifications;* * *areas of expertise;* * *other relevant information).* | | | | | | |
| 1. **Direct technical expertise related to topics such as: knowledge security, research integrity, compliance, and export controls regime, particularly in the context of dual-use and sensitive technologies and data** | | | | | | |
| *(provide specific details or indicate “n/a” in case you don’t have relevant experience or expertise)* | | | | | | |
| 1. **Prior experience in conducting similar workshops, interactive sessions or training events, especially in the areas of research security, non-proliferation, artificial intelligence, intellectual property protection, due diligence, dual-use technology and risk-management** | | | | | | |
| *(provide specific details or indicate “n/a” in case you don’t have relevant knowledge, experience or expertise)* | | | | | | |
| 1. **Awareness of the scientific research and academia framework in Ukraine (regulatory, governance, cultural aspects)** | | | | | | |
| *(provide specific details or indicate “n/a” in case you don’t have relevant experience or expertise)* | | | | | | |
| 1. **Educational and/or professional background in the field of research management, trusted research and funding, due diligence and compliance in research environment, with industry regulatory authorities, non-profits, academia** | | | | | | |
| *(provide specific details or indicate “n/a” in case you don’t have relevant experience or expertise)* | | | | | | |
| 1. **Resource Availability: ability to commit to deliver a two-day, in-person workshop in Krakow, Poland, on November 14-15, 2023.** | | | | | | |
| Choose an item. | | | | | | |
| 1. **Adherence to Schedule: ability to prepare and provide for review the materials (presentations) on the topics required by October 24, 2023.** | | | | | | |
| Choose an item. | | | | | | |
| 1. **List of applicable references** | | | | | | |
| **#** | **Full Name** | **Title** | **Entity/Organization** | **Phone** | **Email** | **Website** |
| 1 |  |  |  |  |  |  |
| 2 |  |  |  |  |  |  |
| 3 |  |  |  |  |  |  |
| 4 |  |  |  |  |  |  |
| 5 |  |  |  |  |  |  |
|  | | | | | | |